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Representative Projects
[1] “Research on Privacy-Preserving Data Aggregation Technologies for Massive Data
Analysis”, National Natural Science Foundation of China (No. 61702168), 2018-2020,
PI.
[2] “Research and Design of Privacy-Preserving Security Mechanism in Smart Grids”,
Hubei Provincial Department of Education (No. D20181402), 2018-2019, PI.
[3] “Construction of Performance Evaluation Platform of Service Composition for
Cloud Manufacturing”, Hubei Provincial Department of Education (No. Q20151402),
2015-2016, PI.
[4] “Research on Key Technologies of Provable Secure Program Obfuscation”,
National Natural Science Foundation of China (No. 61672010), 2017-2020,
Collaborator.
[5] “Research on Primitive Representation and Extension Method of SDN
Management Information”, National Natural Science Foundation of China (No.
61602162), 2017-2019, Collaborator.
[6] “Research on Information Model Fusion Problem of SDN Network Management”,
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Collaborator.
[7] “Research on Key Management of Finance and Taxation Cloud Data Sharing
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Provincial Department of Education (No. D20151401), 2015-2016, Collaborator.
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